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1. About

1. GoGetSSL For WHMCS is a provisioning module for WHMCS that will allow

you to order certificates using the API provided by GoGetSSL.

2. Installation

1. Extract the module files to the WHMCS root directory.

2. Go to ‘Setup’ → ‘Addon Modules’.

3. Find the addon ‘GGSSL WHMCS’  on the list and activate it.
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4.  Once the activation process is completed, configure the  access rights for the
addon and click on ‘Save Changes’.

5. If everything has been configured correctly, the addon should be now accessible
from the ‘Addons’ tab.
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3. API Configuration

1.  In  order  to  download  the API  data,  navigate  to the panel:
https://my.gogetssl.com/en/user/api/  .  

2. Next, go to ‘Addons’ → ‘GGSSL WHMCS’.

3. Open the ‘Configuration’ tab.

4.  Enter  your  login and  password  in  the corresponding fields (see API data  at
https://my.gogetssl.com/en/user/api/).

5. Click on ‘Test Connection’. If you have typed in the correct data into the API,
you should receive the ‘Connection established’ notification upon doing so.
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6. Check the  ‘Allow To Use CSR Generator’ box  to  enable clients to generate  a
CSR code with the built-in CSR generator.

7.  Move on to the ‘Technical Contact’ section  or  check the  ‘Use Administrative
Contact Details’ box instead to use the administrator as a technical contact and
click on ‘Save’.

8. The last step is setting up a cron job in order to synchronize the ‘Next Due Date’
of the WHMCS services with the expiration date of the ordered SLL certificates.
To do that,  follow the path:  ‘WHMCS’ →  ‘Addons’ →  ‘GGSSL WHMCS’ →
‘Configuration’.
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4. Products Configuration

1. It is recommended to add products with the ‘GGSSL WHMCS’ addon rather than
in the traditional way.

2. Go to ‘Addons’ → ‘GGSSL WHMCS’.

3. Proceed to the ‘Products Creator’ tab.
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4.  In  this  tab  you  will  find will  two  sections:  ‘Single  Product  Creator’ and
‘Multiple Product Creator’. The former will allow you to add a single product to
a selected  product  group. The latter will generate products for all  certificates
available in GoGetSSL in the chosen group.
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5. After you have added the products, open the ‘Products Configuration’ tab, verify
the configuration and set the status to ‘Enabled’ to make it visible in your store.

5. Order & Configuration 

1. Select and purchase the service with the certificate.
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2. After settling the payment, click on the configuration link that you will receive

on your email  box, or proceed directly to the product and click on ‘Configure

Now’.

3. Fill in the data for the ordered certificate.
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4. You can also generate a CSR code. To do that, click on ‘Generate CSR’, then fill
in the form and click on ‘Submit’.

5. To proceed, press ‘Click to Continue’.

6. Now, choose the verification method. 
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7. If the ordering process has been successful, you should receive the ‘Connection
established’ notification upon doing so. Now return to the site by clicking on
‘Back to Service Details’.

8.  The  website  displays  a  preview  of  the current  status  of  an  order in  the
‘Activation  Status’ field, the  certificate,  the  partner  order  ID,  the  start  and
expiration date, and the validation information (if the status shows ‘Active’).
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6. Management actions in the client area 

Options available in the client area:

1.  ‘Reissue  Certificate’ –  the  reissue  method  with  a  SSL certificate  reissues  a
chosen procedure in case a client has lost the private key or wants to add more
SAN names for Multi Domain or UCC orders.

2. ‘Get Private Key’ – displays a private key (only if the CSR code is generated via
the built-in CSR).

3.  ‘Resend  Validation Email’  – re-sends  an  approver  email  to  a  client  on  the
domain/domains they have configured.

4.  ‘Change  Validation  Email’  –  changes  the  verification  email  assigned  to  the
order.

5. ‘Revalidate’ – allows you to change domain/domains validation methods.

7. Management actions in the admin area

Options available in the admin area:

1. ‘Create’ – initiates the certificate ordering process. After clicking on the product,

it changes to ‘Active’ and clients in their client area are enabled to configure the

certificate.

2.  ‘Suspend’ – suspends  a  service  in  the  WHMCS.  The  client  is  not  able  to

configure or manage the certificate.

3. ‘Unsuspend’ – unsuspends a service in the WHMCS.
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4. ‘Renew’ – restores a certificate in GoGetSSL.

5. ‘Terminate’ –  cancels orders in GoGetSSL.

6. ‘Manage SSL’ – logs as a client and moves directly to the ‘Product Details’ page

of the certificate.

7.  ‘Resend  Approver  Emails’ –  re-sends  an  approver  email  to  a  client  on  the

domain/domains they have configured.

8. ‘Resend Certificate’ –  if the order has ‘Active’ status, the certificate will be sent 

to the customer via email.

9. ‘Change Approver Email’ – changes the verification email assigned to the order.

10. ‘View Certificate’ – opens the certificate window.

11. ‘Reissue Certificate’ - the reissue method with SSL certificate reissues the 

chosen procedure.
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